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The first version of MariaDB, 5.1.38, was released on 

29th of October 2009 !

We have come a long way since then!

More information at 

https://monty-says.blogspot.com/2024/10/celebrating-15-years-of-mariadb.html

Celebrating 15 Years of MariaDB !!



Market Leadership

Amdocs

Deutsche Bank

Development Bank of Singapore (DBS)

Nokia

Samsung

SelectQuote

ServiceNow

Virgin Media O2

75% 
Of Fortune 500 companies use 

MariaDB

1B+ 
Docker Hub downloads

2.5B+ 
Reach via Linux distros

200K+
Open source contributions

700+ Customers Globally

Proven leadership team

World class relational database 

engineering team, including the 

original core MySQL team

Dual headquartered 

● Europe: Dublin, Ireland

● USA: Silicon Valley, 

California

200+ Employees

Created by the original developers of MySQL, MariaDB provides a powerful, open-source core database 

for enterprises. Now the default in the majority of Linux distributions, it gives businesses the strategic 

freedom to break from proprietary databases and build modern, scalable applications for the future.

About MariaDB



Introducing Crest Infosolutions

✔ Founded in 2012 in Singapore

✔ Serving customers globally with presence in 

Singapore, Malaysia, Indonesia, USA and 

Netherlands

✔ MariaDB distributor and partner since 2015.

✔ Strong MariaDB consulting team with experience 

in setting-up and securing MariaDB at scale.

✔ Migration team to support customers in their 

database migration journey from Oracle, MS SQL, 

MySQL or PostgreSQL to MariaDB.



Enterprise Platform
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The Complete Enterprise-Grade Platform
Delivering Performance, Scalability, Availability, and Security 

MariaDB MaxScale

MariaDB Enterprise Server Core

Workloads

Transactional (OLTP)
Analytical (OLAP)
Semi-structured
AI and ML
Cloud-native (public, private and hybrid clouds)

MariaDB Application Connectors MariaDB IntegrationMariaDB Tools

Workload Capture & Replay

Safe Upgrade Testing

Workload Visualization

Administrative User Interface

Enterprise Backup

MariaDB Monitoring

Flashback

Instant Schema Change

C JDBC ODBC Node.js Python

C++ R2DBC PowerBI Kafka Spark Kubernetes Operator

Docker Container 
Images

Caching: In-Memory, Redis,  
Memcached

NoSQL Protocol

Kafka CDC Router

Oracle Compatibility Mode

High 
Availability

SQL Aware 
Read Scaling

Failover 
Orchestration

Replica 
Rebuild 

Enterprise 
Replication

Enterprise 
Cluster

Enterprise 
Audit

Enterprise 
Security



Why do you need to backup your database?

It is a necessity for any organization 

that relies on data for its operations.

For the following reasons:-

● Protect against various threats

● Business Continuity

● Regulatory Compliance

● Data Recoverability

● Peace of Mind :)



Recovery Requirements Determine Backups

Three important questions define backup and recovery 

systems for organizations:

● Recovery Time Objective (RTO)

● Recovery Point Objective (RPO)

● Risk Mitigation



Recovery Time Objective (RTO)

• The amount of time that may pass 

during a disruption before it exceeds 

the maximum allowable time 

specified in the Business Continuity 

Plan

• How long does it take you to get 

back up?



Recovery Point Objective (RPO)

• Duration of time and service 

level within which a business 

process must be restored after a 

disaster

• “How much data can I lose?”

• When was the last backup 

before failure?



Risk Mitigation 

• What failure scenarios must the data be 

protected against?



Risk Mitigation (RPO)

• Can help mitigate failure scenarios

– (Multiple) Host Failure

– (Multiple) Data Center Failure

– Data Corruption or Loss

• Satisfy Legal Regulations

– Legislation

– Regulation

• Fulfil Industry Standards

– PCI DSS

– HIPAA



Backup and Recovery - System design

• Based on the RTO, RPO, and address 

whatever risks are applicable

• Not all data should have the same 

requirements

– For example HR database could have 

a longer RTO than your customer 

facing product database. Cost of one 

hour outage for HR is small compared 

to not accepting orders for one hour.



Types of backups



Which is best???

BOTH!!!



Command Line - Examples

To do logical backup of all databases:-

mariadb-dump --user=admin_backup --password --lock-tables --all-

databases > /data/backup/dbs_alldatabases.sql

To backup the full database server:-

mariadb-backup --backup  --target-dir /path/to/backup \

--user user_name --password user_passwd

To backup incremental changes:-

mariadb-backup --backup  --target-dir=/var/mariadb/inc1/ \

--incremental-basedir=/var/mariadb/backup/ \

--user=mariadb-backup --password=mypassword



Key restoration steps

● Prepare the Backup

● Stop the MariaDB

● Clear Existing Data (Optional but Recommended)

● Copy  Backup files

● Start MariaDB

● Verify the restored data



Binary Logs

• Addresses RPO.

• Logs should be rotated and backed up.

• PITR and RPO are achieved by designing  the Binary Backup 

architecture in the right way including the streaming of the logs 

as well as ‘Flashback’ switch.

• Adding complexity increases recovery time due to more 

complicated recovery procedures.

• Tool used - MariaDB-binlog



Key Considerations

● Retention

● Restoration Testing

● Monitoring

● Security



Other Disaster Recovery Strategies



Classic architecture implemented in our Customer 

environment



Geocluster with Galera replication  

Two Datacenters Geocluster Typical Setup with LOW Latency 

MaxScaleMaxScale

Web and 

applications 

servers

MariaDB 

Server

MariaDB 

Server

MariaDB 

Server

2nd site

MariaDB Server for 

backup purpose

Production

MariaDB 

Server

MaxScaleMaxScale

MariaDB 

Server
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Async 
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MariaDB Server for 

backup purpose



Demo Time



Thank You



Need Assessment of your 

MySQL / MariaDB 

environment, or 

Looking for a PoC ?



NEXT – Part 4



Thank You

Email: info@crestsolution.com

Web: www.crestsolution.com
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